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Abstract:  23.502 § 4.3.5: Application influence on UP control Companion of Tdoc 1722 (23.501).

Discussion
Companion of Tdoc 1722 (23.501).

Proposal

 It is proposed to make the following changes to the TS 23.502.
***** Begin of 1st Change (all new)*****
4.3.5
Session continuity, service continuity and UP path management

4.3.5.X

Application Function influence on traffic routing
4.3.5.X.1
General

This section describes the procedures between an Application Function and the SMF to maintain an efficient user plane path for Application Functions that require it, as described in 3GPP TS 23.501 [2], clause 5.6.7.
4.3.5.X.2
AF request to influence SMF routeing decisions for UP traffic or to SMF events
An Application Function may send requests to influence SMF routeing decisions for UP traffic of PDU sessions.  The AF requests may influence UPF selection and allow routeing user traffic to a local access to a Data Network. The AF may also provide in its request subscriptions to SMF events.
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Figure 4.3.5.X.2-1: AF request to influence SMF routeing decisions for UP traffic or to SMF events
1. The AF creates an AF Traffic steering request. Such request may contain
2. - The identification of  the traffic to be routed. This may correspond to the combination of:
3. -
a DNN and possibly slicing information (S-NSSAI) or to an AF-Application-Identifier 

-
an application identifier or traffic filtering information (e.g. 5 T-uple).

-
Information on where to route the traffic. This refers to routing policies that are locally configured on the SMF/UPF.
-
a list of DNAI(s) i.e. locations of the applications towards which the traffic routing should apply

-
Information on the UE(s) whose traffic is to be routed. This may correspond to Individual UEs identified using either an External Identifier or a MSISDN or an IP address/Prefix, or may correspond to any UE
-
Subscription to events on PDU sessions. The subscription contains the address where the AF expects to receive the notification together with a reference for such subscription
The AF may invoke the NRF to get information on  suitable PCF(s) and selects a PCF
Editor’s note: It is FFS whether it is sufficient to contact a single PCF.

4. The AF sends the AF Traffic steering request to the selected PCF

5. The PCF sends an AF Traffic steering response to the AF. 
6. The PCF updates its policy DB based on the AF request. The updated policy DB will be used when creating policies for new PDU-CAN sessions. The PCF determines if existing PDU-CAN sessions are impacted by the AF request. For each of these PDU-CAN sessions, the PCF updates the SMF with corresponding new rules.
7. The SMF acknowledges the rule received from the PCF
8. Upon reception of an updated rule from the PCF, the SMF may take appropriate actions to reconfigure the User plane of the PDU session such as 
· inserting (and configuring) a new UPF in the data path to e.g. act as an UL CL or a Branching Point 
· Allocate a new Prefix to the UE (when IPv6 multi-Homing applies)
· Updating the UPF with new traffic steering rules
9. Based on the updated rule from the PCF the SMF may notify the application  when the trigger notification have been met.
4.3.5.X.3
Notification of DNAI change
The SMF may send a notification to the AF if the AF had subscribed to notifications of changes to DNAI (DN Access Identifier) as described in clause 4.3.5.X.2. This is further described in clause 4.9.1.2. 
***** End of 1st Change *****
***** Begin of 2nd Change *****
 4.9.1.2
Xn based inter NG RAN handover with user plane function relocation

This procedure is used to hand over a UE from a Source RAN to a Target RAN using Xn when the AMF is unchanged and the SMF decides that the Source UPF is to be relocated.

Editor's Note: Impact on UL-CL and/or BP functions is FFS.

The Source UPF referred in this clause is the UPF which terminates N3 interface in the NGC. The presence of IP connectivity between the Source UPF and Source RAN, and between the Target UPF and Target RAN, is assumed.

The call flow is shown in figure 4.9.1.2-1.
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Figure 4.9.1.2-1 - Xn based inter NG RAN handover with Source UPF relocation


Steps 1-2 are the same as discussed in clause 4.9.1.1.

3.
The SMF then selects a new Target UPF based on UPF Selection Criteria according to clause 6.3.3 of TS 23.501 [2]. Target UPF IP address assignment and allocation of downlink and uplink tunnel identifiers are performed by the SMF. An N4 Session Establishment Request (Target RAN address, uplink and downlink tunnel identifiers) message is sent to the Target UPF.

4.
The Target UPF sends an N4 Session Establishment Response message to the SMF. The SMF starts a timer, to be used in step 10.

5.
The SMF sends N4 Session Modification message to the PDU session anchor.

6.
The PDU session anchor responds with the N4 Session Modification Response message. At this point, PDU session anchor starts sending downlink packets to the Target RAN using the address and tunnel identifiers of the Target RAN via Target UPF.


The SMF may send a notification to the AF if the AF had subscribed to notifications of changes to DNAI (DN Access Identifier) as described in clause 4.3.5.X.2
7.
The SMF sends a N11 Message Ack (CN Tunnel Information) to the AMF.

Steps 8-9 are same as steps 7-8 defined in clause 4.9.1.1.

10.
Once the timer has expired after step 4, the SMF initiates Source UPF release procedure by sending an N4 Session Termination Request (Release Cause).

11.
The Source UPF acknowledges with an N4 Session Termination Response message to confirm the release of resources.

***** End of 2nd Change *****
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